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EXECUTIVE SUMMARY

Lincoln Pigman

Since 2011–2012, when the combination of the Arab Spring and anti-government demonstrations in the Russian Federation left the country’s political elites determined to bring the Russian internet, or Runet, under state control, Russia has witnessed the establishment of a domestic internet control regime encompassing four strategies of control in cyberspace. These include 1) restricting internet users' access to problematic content and information; 2) passively deterring online dissent by limiting internet users' anonymity; 3) actively deterring online dissent by threatening internet users with punitive sanctions; and 4) competing with and drowning out online dissent by covertly producing and disseminating pro-government content and information. This report provides an original framework for the study of Russia's evolving domestic internet control regime as well as a guide to understanding the online struggle between Russia's political elites and its non-systemic political opposition, an increasingly critical element of contemporary Russian politics.
In April 2018, thousands of Muscovites gathered to protest the authorities’ latest attack on digital rights in the Russian Federation: the banning of Telegram, a popular messaging app whose creator, Pavel Durov, a Russian citizen, had refused to cooperate with the security services. Paper airplanes, a reference to Telegram’s logo, glided through the air before descending to the ground, where protesters held signs decrying the state of internet freedom in Russia. One said that if “today [the authorities] went after Telegram, tomorrow they’ll go after mere users,” an alarm sounded six years late.\(^1\)

Since 2015, Freedom House has described the state of internet freedom in Russia as “not free,”\(^2\) a relatively recent development in a country that the rights organization has called politically unfree for more than a decade.\(^3\) Although the period from 2011 to 2012, when networked protests broke out in multiple Russian cities following transparently fraudulent parliamentary elections, was initially hailed by Freedom House as “an important period of awakening for the Russian digital civil society,” it ultimately represented the beginning of an era of relative internet freedom in Russia.\(^4\)

Faced with an array of real and perceived threats emanating from cyberspace, Russia’s political elites moved to establish a domestic internet control regime entailing measures both overt and covert. Initiated upon Vladimir Putin’s return to the presidency in May 2012, their efforts to bring the Russian internet, or Runet, under state control continue to reach new heights of intrusiveness. This report identifies four strategies of control in cyberspace developed by Russia’s political elites since 2011–2012: 1) restricting internet users’ access to problematic content and information; 2) passively deterring online dissent by limiting internet users’ anonymity; 3) actively deterring online dissent by threatening internet users with punitive sanctions; and 4) competing with and drowning out online dissent by covertly producing and disseminating pro-government content and information. It explains Russia’s strategies of control in cyberspace and provides an original framework for the study of Russia’s evolving domestic internet control regime, an issue that deserves to be studied no less than Russia’s application of cyber power in military and intelligence operations abroad.

---

Nearly seven years since their outbreak in December 2011 following parliamentary elections marred by electoral fraud, the anti-government protests of 2011–2012 are widely understood to have brought about several major developments in contemporary Russian politics, chief among these a crackdown on civil society. The establishment of a domestic internet control regime in Russia became an unintended consequence of the 2011–2012 demonstrations, which highlighted an emergent threat to regime security and unified political elites against it. Anti-government activists visibly relied on social networks to crowdsource and disseminate anti-government content and information, from amateur footage of ballot-stuffing and other forms of electoral misconduct to the times and locations of protests, hoping to generate outrage and harness it to increase protest participation.

At the time, the internet, with its blogs, social networks, and online news outlets, represented a medium where anti-government content and information could be freely consumed. By contrast, Russia's uniformly pro-government federal television channels, which are either state-run or owned by pro-Kremlin businessmen, vacillated between distorting and omitting dissident views, dividing Russia into what then-Novaya Gazeta editor-in-chief Dmitry Muratov dubbed the “television nation” and the “internet nation.”

Social networks were a natural medium for outreach to, and mobilization of, prospective protestors, largely, though not entirely, by virtue of who used them. New York Times reporter Ellen Barry saw in the 2011–2012 demonstrations the materialization of a “critical mass of middle-class professionals that ha[d] existed on the internet for years” and its evolution into “a physical fact, close enough to feel the body heat,” something


akin to “the birth of a new organism.”8 Later, Russian researchers found that the more people used VKontakte (VK), Russia’s most popular social network, in a given city in December 2011, the more likely it was that a protest broke out in said city with an above-average participation rate.9

For Russia’s political elites, the significance of the 2011–2012 protests did not lie in the mere use of social networks by anti-government protestors. After all, by the time that Russians took to the streets to protest the conduct of the 2011 parliamentary elections, social networks had featured in the organization of nationwide anti-government protests in March 2010.10 Crucially, since that time, a wave of similarly networked anti-government uprisings had broken out in the Middle East, unseating the leaders of Tunisia and Egypt and even claiming the life of Libya’s Muammar Gaddafi in an episode that left Putin, then Russia’s prime minister, “apoplectic.”11

By and large, Russia’s political elites viewed these revolutions as sponsored, if not engineered, by the West and attached importance to the role of digital tools in the Arab Spring. Igor Sechin, a prominent hawk and Russia’s deputy prime minister at the time, accused Google’s “highly-placed managers” of “manipulations of the energy of the people” of Egypt.12 Even then-President Dmitry Medvedev, a self-avowed modernizer whose presidency witnessed relative liberalization, could not but see a conspiracy in the events of the Arab Spring. “Let’s face the truth,” he

11 M. Zygar, All the Kremlin’s Men: Inside the Court of Vladimir Putin (New York: Public Affairs, 2016), 204.
said after the fall of Egypt’s Hosni Mubarak. “They have been preparing such a scenario for us, and now they will try even harder to implement it.”

The Arab Spring coincided with, and heavily influenced, an ongoing intra-elite debate on the internet’s emergence as a domain of dissidence in Russia to the advantage of advocates of restrictions on digital rights. In the absence of the specter of externally sponsored regime change, Medvedev’s team had resisted pressure from representatives of the armed forces and the security services to regulate the internet. The Federal Security Service (F.S.B.), an institution not known for its engagement with either the press or the public, waded into policy debates, urging political leaders to ban Western internet services and warning that their “uncontrolled use” presented “a large-scale threat to Russia’s security” and risked bringing about “regime change.” In response, Medvedev’s allies assured Russians that “blocking the internet or restricting access to social networks is unacceptable under any circumstances.”

To his credit, Medvedev—who, unlike Putin, treated the internet as an asset to utilize rather than a problem with which to deal—refrained from updating Russia’s vast surveillance apparatus for the digital age.

However, the opposition of some political elites to the establishment of a domestic internet control regime lasted only as long as their survival was not at stake. If middle-class protestors had once focused their ire on Putin as a symbol of Russia’s ancien régime, they repudiated Putin and Medvedev in equal measure after the September 2011 revelation that the prime minister and the president would trade places the following year, a move implying “contempt for the Russian electorate.”

This internal threat overlapped with an external threat: the West’s perceived newfound determination to overthrow governments unsympathetic to its interests by instigating protests and armed uprisings.

The resulting perception of an existential threat to Russia’s political elites involving external sponsors, a fifth column of anti-government protestors, and a range of digital tools invented by the former and weaponized by the latter generated an elite consensus in favor of establishing a domestic internet control regime. As such, when political elites’ experiment with liberalism, embodied by Medvedev’s presidency, came to an end with Putin’s re-inauguration in May 2012, so, too, did a period of relative internet freedom in Russia.

RUSSIA’S STRATEGIES OF CONTROL IN CYBERSPACE

Since its establishment in the aftermath of the 2011–2012 protests, Russia’s domestic internet control regime has come to encompass four distinct strategies: 1) restricting internet users’ access to problematic content and information; 2) passively deterring online dissent by limiting internet users’ anonymity; 3) actively deterring online dissent by threatening internet users with punitive sanctions; and 4) competing with and drowning out online dissent by covertly producing and disseminating pro-government content and information.

Restricting Access

For Russia’s political elites, the internet’s most problematic quality is the ease with which internet users can access problematic content and information. In their view, “absolute freedom” on the internet is dangerous and no less destabilizing than the post-Soviet chaos of the 1990s, when “democracy was understood to mean permissiveness.”

The insecurity of Russia’s political elites stems in large part from the fact that internet users’ ease of access to anti-government content and information primarily benefits the non-systemic political opposition, that is, those parties and figures mostly, if not entirely, excluded from participation in official politics.

Its exclusion from participation in official politics extends beyond a barrier to running for office: as mentioned earlier, federal television channels systematically subject the non-systemic political opposition to negative coverage and give airtime almost exclusively to systemic politicians belonging to either the ruling party, United Russia, or the systemic opposition in parliament.

Because television remains the leading source of news for most Russians, with 85 percent of respondents indicating as much in a March 2018 poll, relatively few media consumers are exposed to the non-systemic political opposition, and fewer view it favorably. In March 2017, on the heels of nationwide protests organized by Alexey Navalny, Russia’s best-known non-systemic political oppositionist, 45 percent of Russians said they were unfamiliar with him, while only nine percent of those familiar with him said they would be willing to at least consider voting for him in a presidential election.

Younger Russians, however, overwhelmingly turn to the internet for their news. In 2015, the internet overtook television as the


20 A Levada Center poll conducted in March 2018: https://www.levada.ru/2018/04/18/informatsionnye-istochniki/.

main source of news for 18-24-year-olds in Russia, and, in late 2017, television served as the leading source of news for less than a tenth of 18-24-year-olds. Growing internet penetration in Russia, which stood at 76.4 percent in 2017, chiefly favors the non-systemic political opposition because its political use of the internet long predates the government's own, has been refined over time, and accounts for a considerable part of its political strategy.

Indeed, the non-systemic political opposition relies on, and makes effective use of, the internet to disseminate anti-government content and information, practices first demonstrated on a national scale during the 2011–2012 demonstrations. In 2011, Navalny attributed the impact of his thoroughly sourced exposés of state and corporate corruption, published on his LiveJournal blog, to the ease with which LiveJournal users could read his posts: "For me, there are no opportunities to publish [in print] materials about corruption in, say, [state energy companies] Gazprom or Transneft. Through LiveJournal, I can bring this information to a few million people, which is comparable to a television audience." Today, Navalny continues to upload films highlighting the excesses of officials and oligarchs on a blog as well as YouTube. The most popular of these, an investigation into Prime Minister Medvedev’s wealth, has been watched more than 27.5 million times and triggered nationwide protests in the spring

of 2017. In 2017, Navalny founded Navalny Live, a separate YouTube channel on which he and his associates discuss topical issues multiple times a day and offer an alternative to state-run television; he has been credited with creating a “YouTube revolution” and establishing a “personal media empire.”

Navalny, while unique in his “prowess in harnessing new media,” is hardly the only non-systemic political opposition figure to benefit from internet users’ ease of access to anti-government content and information. Following unexpected electoral gains by liberal democratic candidates in municipal elections in Moscow in September 2017, former State Duma lawmaker Dmitry Gudkov told reporters that the reason for their success lay in their ability to reach a large audience. Unlike the non-systemic political opposition of the 2000s, which was “cut off from the television,” today’s version “has the internet,” he said. Internet users’ ease of access to anti-government content and information sometimes even suffices for those expelled from, or forced to leave, Russia, as discovered by opposition politician Vyacheslav Maltsev, who fled Russia in 2017 after being charged with extremism, only to retain part of his support base by remaining active on YouTube. Mikhail Khodorkovsky, an oligarch-turned-dissident who left Russia in late 2013 after serving a decade-long prison sentence, has similarly exploited internet users’ ease of access to anti-government content and information, setting up multiple websites devoted to criticism of the government, sometimes creating new ones to circumvent the proscription of older websites.

Most internet controls implemented with the aim of restricting internet users’ access to problematic content and information have been designed to frustrate the non-systemic political opposition’s strategy. Several laws have empowered Roskomnadzor (the Federal Service for Supervision of Communications, Information Technology, and Mass Media) to block access to content and information related to the organization of unsanctioned protests and mass riots, including but not limited to:

- FZ-135 (signed into law in July 2013) frames such content and information as harmful to the “health and development” of children by risking their participation in unsanctioned protests or mass riots...

---


allows Roskomnadzor to block access to information resources if the content and information in question is not removed;\(^{34}\)

- FZ-398 (signed into law in December 2013) allows Roskomnadzor, if requested by the prosecutor-general's office, to block access to content and information deemed by the latter to be either “extremist” in nature or threatening to public order (such as by publicizing unsanctioned protests or mass riots) without a court order;\(^{35}\)

- FZ-327 (signed into law in November 2017) allows Roskomnadzor to block access to content and information produced by proscribed (“undesirable”) organizations, promoting unsanctioned protests or mass riots, or “providing access” to such content and information (e.g., webpages containing hyperlinks to such content and information), without a court order;\(^{36}\) and

- FZ-102 (signed into law in April 2018) allows Roskomnadzor to block access to content and information that is found by a court to have defamed a public figure or company if the content and information in question is not removed, on the basis of a court order.\(^{37}\)

The term “extremism” has frequently been applied to content and information produced by the non-systemic political opposition. Just over a month after it entered into force on February 1, 2014, FZ-398 was invoked to block access to the websites of Navalny and exiled dissident Garry Kasparov; the former's blog was made accessible again shortly thereafter,\(^{38}\) though Roskomnadzor has occasionally blocked access to it since

---

\(^{34}\) FZ-135: https://rg.ru/2013/06/30/deti-site-dok.html.

\(^{35}\) FZ-398: https://rg.ru/2013/12/30/extrem-site-dok.html.


government content and information from social networks within a legal and normative environment. Foreign social networks have sometimes complied with deletion requests grounded in the aforementioned laws. These include not only Facebook and Twitter, but also Instagram, which is owned by Facebook, and YouTube, which is owned by Google.46

The authorities have focused their attention on websites that host problematic content and information precisely because Kremlin critics like Navalny have tended to refuse to remove illegal content and information to satisfy state demands and court orders that illegal content and information be removed.47

Russian social networks VK and LiveJournal, once key assets for the non-systemic political opposition, have been mostly neutralized by means of changes in ownership. Oligarch Alexander Mamut acquired LiveJournal in 2007, while VK founder Pavel Durov was ousted and his social network acquired by


Since then, political advertising on VK has become virtually impossible for any non-systemic political opposition figures, with Moscow Mayor Sergey Sobyanin allowed to reach out to supporters but not Navalny, whose content is regularly removed by moderators on the grounds that it violates VK guidelines. In mid-2017, Roskomnadzor stated that of all social networks, VK had proven to be the most cooperative in satisfying deletion requests issued since mid-2012, removing more than 48,000 information resources in that time. Similarly, several days after nationwide protests triggered by a Navalny exposé, LiveJournal—a website with the help of which Navalny had come to prominence and which the late Anton Nossik described in 2011 as “the only uncensored, uncontrolled, and unmoderated channel for discussion” in Russia—declared that it would no longer permit its users to post “political solicitation materials.”

When not producing anti-government content and information, the non-systemic political opposition benefits from the relative freedom enjoyed and exercised by online news outlets, domestic as well as foreign, and internet users’ ease of access to their reporting. As mentioned above, federal television channels loyally toe the government line, and although some print publications still offer critical reporting, their print format makes them vulnerable to state interference. By contrast, online news outlets are far less regulated than their television and print counterparts and are less vulnerable to state interference, especially if they are based overseas. For their part, foreign news outlets find it easier to reach Russian readers via the internet. Moscow has not blocked access to the websites of any major foreign news outlets, few of which can be found in print in Russia. By offering media consumers an alternative to pro-Kremlin federal television channels and offering coverage of politics and society in Russia that is more critical than that of print publications in Russia, online news outlets directly challenge the government’s domestic narratives and indirectly benefit the non-systemic political opposition, which seizes on coverage that damages the government’s image; hence the frequency with which Navalny shares English-language news reports with social media followers.

The Kremlin has consequently sought to regulate online news outlets and restrict internet users’ access to critical coverage of politics and society in Russia. Although the tactic of initiating changes in ownership neutralized Lenta.ru as a source of critical reporting—its editor-in-chief was dismissed by the website’s owner, Mamut, over what he considered excessive editorial independence—Russia’s government has generally found it easier to limit internet

---


users' access to online news outlets it deems overly critical of its policies than to alter their reporting. On the one hand, Roskomnadzor has exercised its powers to deter online news outlets from sharing content and information produced by proscribed organizations, threatening to block access to the former’s websites in the event of non-compliance.\(^{54}\) On the other hand, Russia’s government shapes the media consumption habits of many internet users through the restrictions placed on search engines.

For example, although the ownership of leading Russian search engine Yandex is diffuse, as a news aggregator, it is required by law\(^ {55}\) to include in search results only the reporting of news outlets officially registered with Roskomnadzor, a restriction excluding blogs, foreign news outlets, and unregistered domestic news outlets, and precluding a well-balanced news diet for those relying on Yandex’s list of top five news stories, prominently featured on its home page, to stay informed. As a result, at the time of nationwide anti-corruption protests in March and June 2017, not a single one of the top five news stories listed on Yandex’s home page concerned the ongoing demonstrations.\(^ {56}\) Other legislation prohibits search engines from including in search results information resources to which Roskomnadzor has blocked access\(^ {57}\) and threatens internet companies that fail to comply with fines of 500,000-700,000 rubles ($7,500-$10,500).\(^ {58}\) In a rare example of the Russian authorities punishing a major foreign internet company for non-compliance with such legislation, Roskomnadzor recently announced that it planned to take action against Google for violating F-276.\(^ {59}\)

Some laws refrain from granting Roskomnadzor additional powers and instead threaten websites and their owners with fines so as to pressure them into removing problematic content and information. A recent example threatens internet companies—including foreign ones—that fail to remove content and information found by a court to be disputed


\(^ {55}\text{FZ-208: https://rg.ru/2016/06/28/zashita-dok.html.}


\(^ {57}\text{FZ-276: https://rg.ru/2017/07/30/fz276-site-dok.html.}

\(^ {58}\text{FZ-155: https://rg.ru/2018/06/29/zakon155-dok.html.}

with up to 200,000 rubles ($3,000) in fines.\(^6^0\)

Far from a paper tiger, Roskomnadzor has not hesitated to exercise its powers. In July 2017, it claimed to have blocked access to 257,000 information resources over the course of five years,\(^6^1\) while digital rights advocates have estimated that Roskomnadzor blocked access to a daily average of 244 websites in 2017.\(^6^2\) Meanwhile, Moscow has taken measures to ensure that Roskomnadzor bans on problematic content and information are not circumvented by internet users. Legislation allows Roskomnadzor to block access to virtual private network (VPN) apps that fail, within 30 days of hearing from Roskomnadzor, to deny their users access to content and information to which Roskomnadzor has blocked access.\(^6^3\)

Around the time of its implementation in November 2017, most VPN apps widely used in Russia were reportedly in compliance.\(^6^4\) That said, some officials doubt that the authorities’ strategy of restricting access to problematic content and information will remain viable in the long-term. Such skeptics cite the growing popularity of software enabling the circumvention of bans and concede that it is “impossible in principle” to completely ban something on the internet.\(^6^5\)

### Limiting Anonymity

In addition to internet users’ ease of access to problematic content and information, Russia’s political elites have had to reckon with issues associated with encryption and anonymity, which allow internet users to voice dissent without fear of retribution, plan criminal or terrorist acts in secret, and, in Putin’s words, “hide, be rude, insult others, [and] take extreme positions.”\(^6^6\) German Klimenko, then Putin’s internet affairs adviser, called anonymity the internet’s “most serious problem,” while Roskomnadzor head Alexander Zharov has accused messaging apps that prioritize the privacy of their users and refuse to cooperate with the security services of exhibiting “neutrality in relation to terrorists and criminals.”\(^6^7\) In response, Moscow has sought to circumvent encryption and limit the anonymity enjoyed by internet users, adopting internet controls forcing internet users to declare personal details and/or obligating internet operators, providers, and services to collect, retain, and make available to the authorities the personal information of users:

---

65 Aleksei Volin, quoted in “Замглavy Minsviazi zaiavil o neeffektivnosti blokirovok v interente,[Deputy Head of Communications Ministry Says Internet Bans are Ineffective]” RIA Novosti, November 1, 2018, https://ria.ru/society/20181101/1531904482.html.
• FZ-97 (signed into law in May 2014) requires so-called information distributors—including bloggers with more than 3,000 daily readers, who, unless they refuse to comply with FZ-97, can no longer remain anonymous to the state—to officially register with Roskomnadzor, which maintained a public registry of bloggers from August 2014 to August 2017. Information distributors must also provide the authorities with various data, including “information about the arrival, transmission, delivery, and/or processing of voice data, written text, images, sounds, or other electronic messages” and “information about users” within six months;68

• FZ-242 (signed into law in July 2014) requires internet companies in possession of the data of users with Russian citizenship to physically store said data on the territory of the Russian Federation and make said data available to the authorities;69

• Government decree 758 (issued by prime minister Medvedev in July 2014) requires internet users seeking to access public Wi-Fi hotspots to supply their phone numbers and obligates internet providers to retain said data and make said data available to the authorities for six months;70

• FZ-374 (signed into law in July 2016) requires cellular and internet providers to store all communications data for six months, and phone and texting records for one to three years, to make all said data available to the authorities and supply them with the personal data of users—a vaguely defined requirement that may include one's full name, online handle, date of birth and other passport details, contact information, location, languages spoken, known relatives, known contacts, files shared online, and online payment

70 Government Decree 758: https://rg.ru/2014/08/05/svyaz-site-dok.html.
details—and to help the F.S.B. decipher encrypted communications on messaging apps, all measures couched in the language of anti-terrorism;

- FZ-241 (signed into law in July 2017) requires messaging apps to ascertain the identities of users by collecting their phone numbers and making said data available to the authorities;

- FZ-245 (signed into law in July 2017) requires phone operators to activate only those SIM cards registered with the personal details of users, whose identities are authenticated using official documents, and deactivate SIM cards if the identities of their users cannot be confirmed within 15 days;

- The aforementioned FZ-276 allows Roskomnadzor to block access to non-compliant anonymizers; and

- FZ-386 (signed into law in December 2017) stipulates that SIM cards cannot be activated until the identities of their users are confirmed and affirms that users have 15 days to confirm their identities.

The authorities have not hesitated to enforce compliance with laws limiting the anonymity of internet users. Russia’s blogger community initially denounced FZ-97 as an attack on online political expression. Yet, many bloggers with more than 3,000 daily readers ultimately acquiesced to the law and registered themselves as information distributors; more than 2,000 bloggers had done so by May 2017, several months before Roskomnadzor’s public registry of bloggers was suspended. In the case of FZ-242, Russia has secured the compliance of major internet companies, including Apple, Google, eBay, Paypal, LiveJournal, Alibaba, Viber, Gett, Uber, Microsoft, and, reportedly, Twitter. Those companies not in compliance face more than just fines: LinkedIn’s refusal to store the data of users with Russian citizenship inside Russia led Roskomnadzor to block access to the social network while Moscow

75 FZ-386: https://rg.ru/2017/12/06/fz386-site-dok.html.
80 A. Baklanov, “eBay i Paypal soglasilis khranit v Rossii lichnye dannye rossiyan [eBay and Payal Agree to Store Russians’ Personal Data in Russia],” Snob, April 7, 2015, https://snob.ru/selectedentry/90684.
successfully demanded that Apple's App Store and Google's Google Play cease to offer the LinkedIn app to users inside Russia. 85 LinkedIn has entered into negotiations with Moscow yet refused to acquiesce to its demands and so the social network remains banned. 86

Meanwhile, access to messaging apps that have refused to share user data with the authorities has been blocked. These apps include Zello 87—proscribed at the height of protests over the controversial introduction of an electronic toll collection system and used extensively by participants in said protests—Imo, BlackBerry Messenger, Line, Vchat, 88 briefly, WeChat, 89 and, most notably, the Russian-made Telegram. Before the messaging app was banned in April 2018, political elites spent nearly a year pressuring its creator, Durov, to cooperate with the security services. Telegram was singled out as uniquely complicit in enabling the malign activities of extremists by the F.S.B., mentioned by name at regional gatherings of spy chiefs, and systematically assailed on federal television channels, a campaign that left commentators convinced that the messaging app was about to be banned months ahead of time. 90

The ban itself has proven to be difficult to implement and unexpectedly costly, financially as well politically. In its first few weeks, Roskomnadzor cast its net so wide in attempting to block the messaging app that the agency's blacklist increased from tens of thousands of IP addresses to tens of millions. The efforts disrupted access to internet resources unrelated to Telegram, led to (unsuccesful) lawsuits against Roskomnadzor, caused an estimated more than $1 billion in damages, triggered protests in Moscow and St. Peters burg, and created a political crisis for the Kremlin that divided political elites and alienated many of the millions of Russians who used Telegram at


the time of its ban. Telegram can still be accessed in Russia, but it has shed at least a fifth of its user base.

The determination of political elites to secure messaging apps’ compliance with the aforementioned legislation stems from not only their use by terrorists, but also the popularity of closed channels as a source of gossip and leaks about palace politics, which is of far greater insight for political observers and consequence for political elites than the insider information typically featured in news reports.

In a clear example of a chilling effect, the less anonymity internet users enjoy because of the legal obligations imposed on and enforced by internet operators, providers, and services, the less confident they are likely to be in their protection from state retribution against online dissent. Russia’s efforts to limit anonymity can thus be understood as an attempt to passively deter online dissent, one figuring into a wider strategy of deterrence.

### Threatening Punitive Sanctions

When not restricting internet users’ ease of access to problematic content and information or limiting their anonymity with the aim of discouraging online dissent and other forms of problematic expression, Russia’s government has sought to actively deter online dissent by threatening punitive sanctions.

---


sanctions.

The liberally interpreted label of extremism, mentioned above as a pretext on which to block access to problematic content and information, also serves as the authorities' principal instrument of active deterrence. In early 2018, digital rights advocates estimated that since 2008, 1,449 criminal charges had been filed against, and 98 prison sentences handed down to, internet users.95 Most of these were filed under Article 282 of the Russian Criminal Code, which was amended to cover online forms of extremist speech in mid-2014.96 Others have been prosecuted under a 2013 law that criminalized blasphemous statements, including those made online, and threatened offenders with thousands of dollars in fines and up to a year in prison.97

In 2018, the steady growth of Article 282's application produced a political crisis for the Kremlin. A “mothers' march” in Moscow numbering an estimated 2,000 protesters, organized in response to the prosecution of young Russians over social media activities, accompanied calls for liberalization from various political elites, including figures of moderation and law enforcement officials alike.98 The Kremlin has initiated a tactical retreat on this issue, proposing legislative changes that would reserve criminal charges—and prison sentences—for repeat offenders and those who call for violence or justify its use, while other institutions, such as the Supreme Court and the Office of the Prosecutor-General, have launched similar interventions on the side of the internet users. However, even if the amendments pass, internet users will remain vulnerable to imprisonment over a variety of charges. As of October 2, 2018, those include the repeated failure to remove “disputed” information from the internet, a now-criminal act that is punishable by up to two years in prison.99

The deterrence value of Russia's practice of prosecuting internet users for online political expression lies not in the number of people prosecuted—a number that has grown steadily since the 2011–2012 protests—but in the implication of whom the authorities choose to prosecute. Oftentimes, these are associates of non-systemic political opposition leaders, rank-and-file non-systemic political opposition (or LGBT rights) activists, and ordinary Russians who criticize the government on social media. The focus of Russia's law enforcement agencies on those who engage in online dissent and the costs imposed on offenders signals to the rest of society the potential price to be paid for online dissent, in concert with offline activism or otherwise.

**Competing With and Drowning Out Dissent**

The authorities counter those undeterred by either limited anonymity—and the concomitant increase in the likelihood of state retribution—or the overt threat of state retribution through a strategy of drowning out dissent by covertly producing and proliferating pro-government content and information. Pro-government content and information is spread in distinct campaigns that pre-empt or respond to negative non-systemic political opposition messaging.

In the lead-up to the March 2018 presidential election, which Navalny encouraged voters

---

96 FZ-179: https://rg.ru/2014/07/03/izmenenia-dok.html.
97 FZ-136: https://rg.ru/2013/06/30/zashita-site-dok.html.
to boycott, bot and troll accounts on Twitter promoted the upcoming vote with the apparent aim of increasing voter turnout.\textsuperscript{100} To the same end, professionally produced videos published on YouTube, neither claimed nor endorsed by either the government or United Russia, encouraged viewers to vote for Putin using humor and sex appeal.\textsuperscript{101} Sex appeal was similarly used to reach potential voters on VK, with a collection of chat stickers depicting attractive women and featuring slogans about participating in the presidential election made available to users shortly before the vote.\textsuperscript{102} Pro-government youth organizations flooded social networks with pro-Putin hashtags in the months leading up to the vote,\textsuperscript{103} and the Kremlin itself covertly created anonymous Telegram channels through which to shape the national conversation in the run-up to the presidential election—\textsuperscript{104} all while political elites pushed for a ban on the messaging app. As mentioned above, non-systemic political opposition figures and parties frequently find their content removed from Russian social networks by moderators, disadvantaging them.

The previous year, following nationwide protests in March 2017 that were larger and more geographically dispersed than those in 2011–2012, the government initiated a campaign intended to discredit the non-systemic political opposition before a subsequent series of demonstrations in June 2017. News reports claimed that a directorate within the presidential administration had been tasked with overseeing the campaign, which involved the covert production and dissemination of professionally produced videos defaming Navalny;\textsuperscript{105} soon thereafter, videos comparing Navalny to Adolf Hitler,\textsuperscript{106} along with memes characterizing Navalny as manipulative and his supporters as naïve and threatening the latter with sexual violence should they participate in subsequent protests,\textsuperscript{107} appeared on YouTube and prominent VK pages. Many VK users unsubscribed from the otherwise popular


pages that shared the anti-Navalny memes. Nonetheless, political elites remain interested in beating the non-systemic political opposition at its own game on the internet. One emerging direction of their strategy of competing with and drowning out dissent is co-optation of video bloggers (or vloggers). Prominent Russian vloggers have been invited to address and meet with officials and legislators and encouraged to share their insights with political elites so as to improve the latter's outreach to younger Russians.\textsuperscript{108} Although these meetings were widely viewed as inconclusive, this year's mayoral race in Moscow saw some vloggers subtly, if not covertly, lend their support to the incumbent, Sergei Sobyanin, promoting his accomplishments in videos that were not presented to viewers as political advertisements and rarely mentioned Sobyanin by name. Some observers have suggested that the de facto endorsements were commissioned and that the vloggers were rewarded materially—accusations the vloggers deny.\textsuperscript{109} Regardless, high-ranking officials are visibly aware of the potential value of co-opting social media influencers:

\begin{quote}
Putin has suggested promoting patriotism via social networks, and Security Council Secretary Nikolay Patrushev has raised the idea of recruiting patriotic bloggers to promote patriotism on the internet.\textsuperscript{110}
\end{quote}

\begin{flushleft}


\end{flushleft}
A survey of internet controls in Russia, the present report makes sense of Russia’s constantly expanding domestic internet control regime. It suggests that what may strike some as ad hoc measures adopted by a legislature derisively referred to as a “mad printer” form coherent and complementary strategies of control in cyberspace. Russia’s internet controls may vary in effectiveness—Russia’s political elites have proven to be better at removing problematic content and information from the internet than at competing with the non-systemic political opposition on social media platforms—but they speak to a deliberate approach to the regulation of the internet.

For now, one detects an emphasis on restricting internet users’ access to problematic content and information. However, should the Telegram affair increase the popularity of encrypted messaging apps among Russians, anonymity is likely to come under greater attack. Should the Kremlin fail to rein in its law enforcement agencies, the number of internet users prosecuted for posting, liking, or sharing problematic content and information is certain to multiply. Should the presidential administration, with the internet-savvy Sergey Kiriyenko leading the way, learn to beat the non-systemic political opposition at its own game on the internet, Russia’s political elites may come to prefer co-optation to suppression.

These outcomes have implications for not only the non-systemic political opposition, which relies on its relative freedom of action in cyberspace to reach and mobilize supporters and disseminate anti-government content and information. An unfree internet affects ordinary internet users, too, as Muscovites belatedly noted when protesting the ban on Telegram in April 2018. Indeed, the determination of political elites to rein in the Runet threatens a wide swath of Russian society. All that remains to be seen is how rapidly Russians’ digital rights erode and what is done about it.
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